
sgrid lab notes 
 
module 2 
Exercise 2 task 3.3. 
"In the Active Directory Users and Computers window, select Users..." 
"In the Active Directory Users and Computers window, select demo.netapp.com, select Users..." 
 
module 3 
exercise 1 task 3 
Normally, you configure identity federation for a tenant.....we only 
have one AD domain. So you use different user groups to simulate identity 
sources 
 
Exercise 1 task 4 item 12 
API tenant creation 
authorization bearer code..... renew "module 2 exercise 3 task 1 
-H 'Authorization: Bearer ....' \ 
 
module 4 
exercise 1 task 3 item 25 
repeat 3-23 through 3-25 should be 3-22 through 3-25 
 
exercise 2 task 3 item 4 
store 1 objects by replicating 1 copy at DC1-fast 
!!!add other type or location!!! 
store 1 objects by.....DC2-slow 
 
exercise 3 task 3 item 24 
switch to tenant manager BEST and then select storage s3 buckets... 
(otherwise there are no buckets...) 
The tenant can then select the gold policy... 
 
exercise 3 task 7 item 1 
where does this s3 browser come from??? did we set this up before??? 
- add account 
- Display name : Fred (eg) 
- Account type : Amazon s3 compatible storage 
- Rest endpoint: dc1-s1.demo.netapp.com:18082 
- Access Key 
- Secret Key 
 
Module 5  
 
exercise 1 task 2 item 6 
repeat steps 2-4 and 2-5 should be 2-3 2-4 2-5 
 
 


